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[bookmark: _Toc216859449]Overview
Web parts are server-side controls that hold content for display on a Microsoft® SharePoint® Web Part Page. The List Web Part for Microsoft Dynamics® CRM 4.0 enables users to view their Microsoft Dynamics CRM data in a SharePoint site or Web page. The List Web Part gets the data from the Microsoft Dynamics CRM database. Users can select and filter data by record type and existing Microsoft Dynamics CRM views. By creating and connecting multiple List Web Parts, Microsoft Dynamics CRM users can create specialized data views that support a specific team’s goals.
The List Web Part for Microsoft Dynamics CRM 4.0 requires the following:
· Microsoft Office SharePoint Server (MOSS) 2007 SP1 32-bit or 64-bit or Microsoft Windows® SharePoint Services 3.0 SP1 32-bit or 64-bit
· Microsoft Dynamics CRM requires Microsoft Internet Explorer 6 SP1 or later versions, running on a computer that has Windows XP, Microsoft Windows 2000, or Windows Server 2003
The records are displayed in a list view that behaves similarly to the list views within Microsoft Dynamics CRM. However, the List Web Part view supports only three Microsoft Dynamics CRM functions from the toolbar: 
· Create
· Edit
· Delete 
Other functions such as export to Excel are not available in the List Web Part. The Microsoft Dynamics CRM System Jobs toolbar is not available in the List Web Part. However, Microsoft Dynamics CRM users can use the option Open this view in CRM to perform other actions such as assigning an account to a team. For more information, see the following articles:
· Use the List Web Part for Microsoft Dynamics CRM 4.0
· Tips for using the List Web Part for Microsoft Dynamics CRM
· Configuring the List Web Part for Microsoft Dynamics CRM for Internet-facing deployments

When the List Web Part is deployed on a single server, for example when the Microsoft Dynamics CRM and the Windows SharePoint Services or MOSS 2007 servers are installed on same computer, the Delete option is available to Microsoft Dynamics CRM users when the SharePoint sever and the Microsoft Dynamics CRM server are installed on the same computer.
[bookmark: _Toc216859450]What is New in the List Web Part for Microsoft Dynamics CRM 4.0
The List Web Part has the following new features:
· Provides improved support for connecting List Web Parts.
· Supports the following languages:
English 
German 
French
Italian 
Spanish 
Danish 
Dutch,
Brazilian 
Chinese PRC 
Chinese Taiwan 
Chinese Hong Kong 
Japanese
Finnish
Hebrew 
Norwegian 
Swedish
Iberian Portuguese 
Russian
Turkish 
Czech 
Hungarian 
Polish 
Arabic 
Greek 
Korean
· Supports multiple organizations (multi-tenancy) using a Microsoft Dynamics CRM 4.0 Web service to find the URL for the organizations.
You can display List Web Parts from multiple organizations on the same Web page.
You can display List Web Parts from different Microsoft Dynamics CRM servers on the same Web page.
· Supports Microsoft Dynamics CRM 4.0 Internet-facing deployment (IFD).
· Writes to error logs.
You can find the List Web Part error logs at C:\Program Files\Common Files\Microsoft Shared\Web Server Extensions\12\LOGS\. To use error logs, configure them using the SharePoint Central Administration.
· Accesses data by using Web services.
· Deploys the List Web Part and language packs using SharePoint Solution Deployment, which enables deployment to server farms.
· Supports a multiple server setup.
· Supports secure socket layer (SSL); strongly recommended for Microsoft Dynamics CRM Internet-facing deployments.

In addition, the List Web Part for Microsoft Dynamics CRM 4.0 does not need to use impersonation or trust for delegation between the SharePoint server and Microsoft Dynamics CRM database as it did in the List Web Part for Microsoft Dynamics CRM 3.0.

[bookmark: _Toc211672732][bookmark: _Toc216859451]Security
Microsoft Dynamics CRM security is maintained at the organization level, and at the view and record level. Security is also enforced when you access organizations, entities, and records. If the user does not have access to a particular record, the record is not available to select or change. An error message is displayed when the user does not have privileges to view the entity configured. 
The List Web Part supports users who have security role privileges to read, write, and create records. To view records in the List Web Part users must have at least entity, attribute, and relationship read privileges. Microsoft Dynamics CRM users who do not have the appropriate privileges cannot use the List Web Part. If users do not have read privileges, the List Web Part cannot read the metadata associated with Microsoft Dynamics CRM and does not function suitably. You can update the security role settings for users on the Microsoft Dynamics CRM Settings page. For more information, see Work with Security Roles in the Microsoft Dynamics CRM Help.
Windows SharePoint Services and MOSS 2007 do not use security roles such as those found in Microsoft Dynamics CRM. In order to enable access for Microsoft Dynamics CRM users on a SharePoint Web site, you need to assign Microsoft Dynamics CRM users to a site group. Without the appropriate site group privileges, your Microsoft Dynamics CRM users cannot access the List Web Part to read, define, or change it.
You have to assign Microsoft Dynamics CRM users to SharePoint site groups. To make the List Web Part available to users, you must create custom groups, or add Microsoft Dynamics CRM users to one of the following groups:
· SharePoint Designer
· Contributor or members
· Reader or visitors
· Administrator
For more information, see Windows SharePoint Services Roles. Also for more information, see Determine permission levels and groups to use (Office SharePoint Server).
The Designer group can design List Web Parts and customize Web pages. You should limit the membership in the Designer group to Microsoft Dynamics CRM record owners with privileges to create and share records with team members. The Contributor group can add or change content in List Web Parts. The Reader group has read-only access to view List Web Parts. The List Web Part uses an adaptive user interface. For example, if the user does not have permissions to edit accounts, the Edit button is not visible. The Administrator group has full control of the Web site. 
The SharePoint group assignments that you make for Microsoft Dynamics CRM users should match the level of privileges of the users' Microsoft Dynamics CRM security roles. 
[bookmark: _Toc216859452]Mitigate Third-party Web Part Security Issues
It is strongly recommended to install only signed Web parts or Web parts from trusted sources. Malicious Web parts can use the identity of a List Web Part user to gain access to and misuse Microsoft Dynamics CRM Data. This problem occurs in both IFD and on-premise deployments of Microsoft Dynamics CRM.
You should only install and use Web parts from trusted sources and configure the List Web Part to pull data from a trusted Microsoft Dynamics CRM deployment.
Using the List Web Part and Third-party Web Parts
If a third-party Web part is using the List Web Part as its source or consumer of its content, the SharePoint Administrator should set its code access security policies to full trust using one of the following approaches:
· Deploy the third-party .dll files in the global assembly cache.
· Change the code access security policy file for that Web part.
For information about code access security policies, see Microsoft Windows SharePoint Services and Code Access Security. For information about how to configure secure Web Parts, see Configure and deploy secure Web Parts to your server (Windows SharePoint Services).
[bookmark: _Toc211672733][bookmark: _Toc216859453]Limitations
Only views that use FetchXML, the fetch-based query language, are used in the List Web Part. If an entity is not available in Advanced Find, it is not available in the List Web Part. 
In the List Web Part, you can only sort the view using one field or column. In Microsoft Dynamics CRM, you can sort on multiple fields or columns.
To increase performance, the List Web Part uses cached objects. If any of the following changes are made to Microsoft Dynamics CRM, an IISRESET on the Windows SharePoint Services or MOSS 2007 server and page refresh is required for the List Web Part to recognize the changes:
· New entity
· New attribute
· New view
· Updated entity display name
· Updated attribute display name 
· Updated view
· Updated view display name
· Changed user settings such as paging limits
· Updated organization settings such as changing from currency code to currency symbol
· Updated privileges
· New or updated roles
Because the List Web Part must communicate with the Microsoft Dynamics CRM database, the List Web Part is refreshed when a record is selected.  
Note:  The Delete button is visible to users only in a single physical hardware set up where the Microsoft Dynamics CRM and Windows SharePoint Services or MOSS 2007 are installed on the same server.
[bookmark: _Toc216859454][bookmark: _Toc211672729]Before You Install the List Web Part
You must create one or more Web applications on the Windows SharePoint Services or MOSS 2007 server that you selected to use for the List Web Part. For more information, see Create or extend Web applications (Windows SharePoint Services).
[bookmark: _Toc216859455]Create a Team Site and Web Part Page 
In SharePoint Central Administration, you or a SharePoint Designer can create a team site such as a Sales dashboard to use for displaying the Microsoft Dynamics CRM team content. After you create the team site, you have to create a Web Part Page for Microsoft Dynamics CRM users as a starting point for configuring the List Web Part. When you create the Web Part Page, you define the file name, the URL used by users to access the site on the Windows SharePoint Services or MOSS 2007 server, and the layout of the page using the templates that are provided by the Central Administration site. Or, you can programmatically design a page to use for the List Web Part. 
You add the List Web Part to the team site or Web Part Page. Microsoft Dynamics CRM on-premise and Internet-facing deployment users access the List Web Part using the URL that you defined for the team site.
Note: Microsoft Dynamics CRM requires Microsoft Internet Explorer 6 SP1 or later versions.
You must also assign the Microsoft Dynamics CRM users to SharePoint site groups. Standard SharePoint security groups and Microsoft Dynamics CRM security roles do not match. You should assign the Microsoft Dynamics CRM user to a group that has the appropriate level of privileges.
For more information about how to create team sites, Web Part Pages, and assigning users to site groups, see Windows SharePoint Services 3.0 or Microsoft Office SharePoint Server 2007.
[bookmark: _Toc216859456]Installation 
You can install the List Web Part by using the List Web Part for Microsoft Dynamics CRM 4.0 Setup wizard or from the command prompt. If you have deployed the SharePoint server on Windows Server 2008, use the command prompt instructions described in Installation options. If you are using a multiple server configuration, follow the instructions in the Using the List Web Part in Multi-Server Topologies section.
Important:  You must have local administrator privileges on the server where you plan to install the List Web Part. You must also have administrator privileges for the Windows SharePoint Services or MOSS 2007 server. The List Web Part runs using full trust mode.
1. Download the List Web Part for Microsoft Dynamics CRM 4.0.
2. Install the List Web Part on one of your servers in the SharePoint Web farm or on all Web applications that you prepared for this deployment.
3. After the file is downloaded, you can expand the compressed file that has a .zip file name extension and select the 32-bit or 64-bit binary set up file.
4. Click the ListWebPart.msi file to run List Web Part for Microsoft Dynamics CRM 4.0 Setup.
5. In the List Web Part for Microsoft Dynamics CRM 4.0 Setup wizard, click Next.
6. On the Microsoft Software License Terms page, read the license agreement, select I accept this license agreement, and then click I accept.
7. On the next page of the wizard, select to install the List Web Part on all Web applications or on a specific Web application. You can only select a single Web application from the List.
Note: On a Windows SharePoint Services or MOSS 2007 server, a Web application indicates the deployment target for the List Web Part. In the earlier version of List Web Part, for Microsoft Dynamics CRM 3.0, the term virtual server was used. In Windows SharePoint Services or MOSS 2007 server terminology, every Web application is a site collection. In a site collection you can create any number of sub-sites but you cannot have a site collection contain another site collection. A Web application can have managed paths such as sites that can represent a single exclusive site collection or several site collections to categorize site collections. A site collection stores core elements such as security, navigation, content types, policies, and master pages. A sub-site can override some of these settings. However, it usually inherits from the site collection.
8. When Installation was completed successfully is displayed in the Setup wizard, click Close.
[bookmark: _Installation_options][bookmark: _Toc211672730][bookmark: _Toc216859457]Installation Options
When you install the List Web Part at a command prompt, you can set the properties that are listed in the table that follows.
	Property name
	Description

	EXTRACTCABONLY=1 
	Extracts the CAB file from the List Web Part package and saves it on the TARGETDIR without installing the List Web Part to the server.

	TARGETDIR
	Specifies the directory to extract the CAB file to.

	ALLWEBAPPS=(0 or 1)
	Specifies how to install the List Web Part:
· Use 0 to specify installation on all Web applications.
· Use 1 to specify installation on the Web applications that are listed in the WEBAPPURLS property.

	WEBAPPURLS
	Specifies on which Web applications to install the List Web Part. The value for each Web application is a string that represents its URL. 
The URL should be the same one that the SharePoint administrator site displays in the list of Web applications. 



The List Web Part installation package lets you install the package by using a command prompt. Use one of the following options:
· To install the List Web Part on all Web applications on the Windows SharePoint Services or MOSS 2007 server, type:
msiexec /i ListWebPart.msi ALLWEBAPPS=1
· To extract the List Web Part package for distribution through an admin script, type:
msiexec /i listwebpart.msi EXTRACTCABONLY=1 TARGETDIR=<path to install location>
· To install the List Web Part to specific Web applications on the server, type:
Msiexec /i ListWebPart.msi /quiet ALLWEBAPPS=0 WEBAPPURLS=”<Web application names>”
· To install the List Web Part on Windows Server 2008, type: 
msiexec /i <Path>\ListWebPart.msi [/L*vx Log File Name]
The path variable is the value for the absolute or relative installation path.
· For a silent install, type:
msiexec /i ListWebPart.msi /quiet ALLWEBAPPS=1 WEBAPPURLS=”<Web application names>”
· To install with logging on, type:
msiexec /i listwebpart.msi /l* [Log File Name]
By default, no installation logs are created. If you have enabled MSI logging, the logs are located in the Temp folder. The new log’s file name is random, but begins with the letters "Msi" and ends with a .log extension. To locate the Temp folder location, type the following line at a command prompt: 
cd %temp% 
For more information, see How to enable Windows Installer logging.
If you do not want to enable Windows logging for all MSI files, you can start logging for ListWebPart.msi at a command prompt by using the following syntax:
msiexec /i ListWebPart.msi /L*vx <Name and Location of the log file to create, for example, C:\log.txt> 
· To install to multiple Web applications, type:
msiexec /i ListWebPart.msi /quiet ALLWEBAPPS=0 WEBAPPURLS=”<Web application names, separated by semicolons >”
[bookmark: _Toc216859458]Install Language Packs 
If you have deployed Microsoft Dynamics CRM with a language such as German but you have to support French, you have to install the ListWebPartLangPack.msi for the other language, such as French. The United States English ListWebPart.msi contains only the List Web Part installer, whereas the List Web Part for other languages contains the listWebPart.msi installer and the listWebPartLangPack.msi. The ListWebPart.msi for other languages also contains resources for English and resources for that language such as German.
The List Web Part supports 25 languages. If you have enabled MUI packs of one or more languages on SharePoint or Microsoft Dynamics CRM, then you should also install the corresponding Language Packs for the List Web Part on the SharePoint server. Install as many language packs as you need.
The following steps are not required however the language pack becomes effective only when the Windows SharePoint Services or MOSS Language Pack is installed and the List Web Part is deployed in that language on the same site. Make sure that your system has the following:
· Microsoft Dynamics CRM 4.0 Language packs are installed for languages that you want to support with List Web Part.
Download the Microsoft Dynamics CRM 4.0 Language Pack. 
· Office System Language Packs for SharePoint Server 2007 are deployed on the MOSS 2007 server.
For information about the Office System Language Packs for SharePoint Server 2007, see Deploy language packs (Office SharePoint Server).
· Windows SharePoint Services 3.0 Language Pack is deployed on the SharePoint server.
Download the Windows SharePoint Services 3.0 Language Pack.
· SharePoint site language is set correctly. Use SharePoint 3.0 Central Administration to check and select the language to use for the site.
Click Start, click Administrative Tools, and then click SharePoint 3.0 Central Administration.
On the SharePoint 3.0 Central Administration Web site, click Application Management, and then click Create Site Collection.
Click Select Language.
The Select Language list is not available until you install the Language Pack for the SharePoint Server.
[bookmark: _Toc216859459]Uninstall the List Web Part
If you want to uninstall the List Web part from a specific Web application, use the SharePoint 3.0 Central Administration site or Add or Remove Programs. You must have administrative credentials to uninstall the List Web Part. If you uninstall the List Web Part using Add or Remove Programs, the List Web Part is removed from all Web applications. If you want to remove the List Web Part from a specific Web application, use SharePoint 3.0 Central Administration.
Before you perform this task, verify that the Windows SharePoint Services Administration service is started and uninstall all related language packs.
To uninstall the List Web Part: 
1. Click Start, click All Programs, and then click Administrative Tools.
10. On the Administrative Tools menu, click SharePoint 3.0 Central Administration.
11. On the SharePoint 3.0 Central Administration Web site, click Operations, and then click Timer Jobs Definitions.
12. Select the timer job with the name: microsoftdynamicscrmlistwebpart.wsp, and delete it.
13. In the Global Configuration section, click Solution Management.
14. In Solution Management, select microsoftdynamicscrmlistwebpart.wsp, and then click Retract Solution.
15. In Retract Solution, select the Web applications from which you want to remove the List Web Part, and then click OK. 
16. If you want to permanently remove the List Web Part from the SharePoint deployment, click microsoftdynamicscrmlistwebpart.wsp, and then click Delete.
Note:  Uninstalling the List Web Part or the List Web Part Language Pack does not work as expected if the SharePoint site does not have a Web application configured for it. To uninstall the List Web Part in this circumstance, configure a Web application and then perform the steps to uninstall the List Web Part.
[bookmark: _Toc216859460]Deploy the List Web Part
List Web Part is deployed by using SharePoint Solution deployment. Follow these steps to deploy the List Web Part to additional Web applications. However, the List Web Part might not get deployed to all servers in the server farm. When this occurs, the List Web Part setup displays the following message:
Setup has finished. Verify that the List Web Part for Microsoft Dynamics CRM 4.0 is deployed to all computers in the server farm. You can do this by using the Solution Management option in Windows SharePoint Services 3.0 Central Administration.
Verify that the Windows SharePoint Services Administration service is started before you deploy the solution. You must have SharePoint administrator privileges to perform this task.
To deploy the List Web Part to a Web application, do the following:
1. Click Start, click All Programs, and then click Administrative Tools.
1. On the Administrative Tools menu, click SharePoint 3.0 Central Administration.
19. On the SharePoint 3.0 Central Administration Web site, click Operations, and then click Solution Management.
20. Select microsoftdynamicscrmlistwebpart.wsp, and then click Deploy Solution.
21. In Deploy To, select a Web application from the Choose a Web application to deploy this solution list.
22. Click OK.
Verify the List Web Part Deployment
You can verify the deployment of the List Web Part in the SharePoint 3.0 Central Administration Web site. You must have SharePoint administrator privileges to perform this task.
To verify the deployment of the List Web Part to a Web application, do the following:
1. Click Start, click All Programs, and then click Administrative Tools.
2. On the Administrative Tools menu, click SharePoint 3.0 Central Administration.
3. On the SharePoint 3.0 Central Administration Web site, click Operations, and then click Solution Management.
The List Web Part is listed on the Solution Management page as microsoftdynamicscrmlistwebpart.wsp when it is deployed on a SharePoint Web site. The Solution Management page should show the status as Deployed and list the URL of the deployment Web site.
[bookmark: _Toc216859461]Configuring the List Web Part for Availability
The List Web Part is displayed as an option on the SharePoint Web site’s Add Web Parts page. You or the SharePoint site designer should set the Web site options that are used with List Web Parts to match your enterprise Web site requirements. For more information about site design and configuring Web sites in MOSS 2007, see Design and build sites for Office SharePoint Server 2007.
[bookmark: _Toc216859462]Using Servers in Different Domains
When configuring the List Web Part for use on a SharePoint server that is not in the same domain as the Microsoft Dynamics CRM server, do not use the fully-qualified domain name to access Microsoft Dynamics CRM. You must establish trust between domains.
[bookmark: _Using_the_List][bookmark: _Toc211672736][bookmark: _Toc216859463]Using the List Web Part in Multi-Server Topologies
When you install the List Web Part and Windows SharePoint Services or MOSS 2007 on the same server as Microsoft Dynamics CRM, single authentication is all that is required.
However, when Windows SharePoint Services or MOSS 2007 server is installed on a different server, a second authentication must occur. This is because the List Web Part on the Windows SharePoint Services or MOSS 2007 server must process some requests by connecting to the Microsoft Dynamics CRM server. This delegated authentication, which is known as double-hop Kerberos authentication, is used by the service on the computer that is impersonating the end-user to the service. A double-hop occurs when Windows lets you use impersonated credentials to access local resources. But it does not let you delegate the impersonated credentials to another remote resource such as the Web service. 
Note:  List Web Part also works in a single-instance cluster.
Double-hop Kerberos authentication is required between Windows SharePoint Services or MOSS 2007 server and the Microsoft Dynamics CRM server. Windows SharePoint Services or MOSS 2007 server authentication is set at the Web application level. There are two approaches that you can take to implement your authentication strategy: 
· Create or extend the Web application by selecting from the default settings 
· Create or extend the Web application and then use SharePoint 3.0 Central Administration 
For information about how to configure Web application authentication, see “Configure authentication” in the article Plan authentication methods (Office SharePoint Server).
For double-hop Kerberos authentication to work, there are two requirements:
· Internet Explorer on the client computer must use Windows Integrated authentication.
· Set up the Windows SharePoint Services or MOSS 2007 server as trusted for delegation.
For more information about Kerberos authentication, see Configure Kerberos authentication (Office SharePoint Server) or How to configure a Windows SharePoint Services virtual server to use Kerberos authentication and how to switch from Kerberos authentication back to NTLM authentication.
There are two ways to set up Kerberos authentication. One method involves creating NTLM first and then running a script to support adding Kerberos authentication. Use this first approach when the Web application is already running. If you are creating a Web application, you can select the Kerberos option when you configure the settings of the Web application. This approach works when you create a new Web application.
[bookmark: _1._Verify_Client_Internet_Explorer_][bookmark: _Toc216859464]Verify Client Internet Explorer Authentication Settings
Verify that Internet Explorer is configured to use integrated Windows authentication on each client computer. For more information, see Unable to negotiate Kerberos authentication after upgrading to Internet Explorer 6.
[bookmark: _Configure_SharePoint_Products_and_T_1]Configure SharePoint server to Use Kerberos Authentication
Configuring the SharePoint server to use Kerberos authentication involves two steps: configuring integrated Windows authentication and configuring Kerberos authentication.
[bookmark: _Configure_site_to_use_integrated_Wi]Configure the site to use integrated Windows authentication
1. On the SharePoint server, open Internet Information Services (IIS) Manager.
24. Expand the computer name, expand Web Sites, right-click the SharePoint Web site on which the List Web Part is being used, and then click Properties.
25. On the Directory Security tab, in the Authentication and access control section, click Edit.
26. In the Authenticated access section, select Integrated Windows authentication, verify that Enable anonymous access is cleared, click OK, and then click OK again.
27. Stop and restart IIS Manager.
[bookmark: _Configure_SharePoint_Products_and_T]Configure Kerberos authentication for the SharePoint server
Use the SharePoint 3.0 Central Administration to specify Kerberos authentication. If the Windows SharePoint Services or MOSS 2007 server Web applications have already been extended or created, you must use a script to enable Kerberos authentication on the Web application. For more information, see How to configure a Windows SharePoint Services virtual server to use Kerberos authentication and how to switch from Kerberos authentication back to NTLM authentication.
[bookmark: _Toc216859465]
Troubleshooting
The table lists potential issues the Microsoft Dynamics CRM users could encounter when you work with List Web Parts. It also includes error messages that have work around solutions.
	Issue
	Cause 
	Resolution

	Personal views created in Microsoft Dynamics CRM do not appear on List Web Part page.
	Personal views do not appear in a List Web Part page while it is in shared mode.
	In the SharePoint Web site, click Welcome, and then click Personalize this page, add a List Web Part to the page. In the List Web Part, select the personal view that you created in Microsoft Dynamics CRM.

	Setup could not finish.
	If you use Windows Server 2008, you must run set up at an administrative command prompt.
	Review the log to determine the source of the problem. 
Verify that you have installed the appropriate service pack for your SharePoint server and correct operating system.
For more information about starting setup at a command prompt, see Installation options.

Investigate multi-server topology issues in Using the List Web Part in Multi-Server Topologies.

	Browser problem.
	There is a problem with your browser‘s cookies.
Check your browser's Privacy setting.  Adjust the setting to accept cookies.
You must use Internet Explorer 6.1 or later versions.
Verify that the date set on your computer is correct. 
You can try deleting all cookies. The delete cookies option is located under Internet Options.
	Check whether the user can access the Microsoft Dynamics CRM server from the browser; if it is not available, the List Web Part is not available. Update the user access rights. 
Enable cookies.
Download a newer version of Internet Explorer.
Update your system date.
Flush the cache.
Restart the Browser.


	List Web Part was installed but is not displayed.
	Configure this List Web Part to view Microsoft Dynamics CRM data.
	For information about how to configure the List Web Part for Microsoft Dynamics CRM 4.0, see Use the List Web Part.

	The Microsoft Dynamics CRM user cannot log on to the List Web Part.
	There was an error accessing organization: <Org Name> at <Server URL>.

Verify that the user: <User Name> is still part of the Organization: <Organization Name> of Microsoft Dynamics CRM by logging on to Microsoft Dynamics CRM using Internet Explorer. Contact your Microsoft Dynamics CRM Administrator to verify that the Organization: <Org Name> still exists.
	This error occurs when the user is no longer a member of the organization or the organization name is not valid. 
Verify that the user can log on to the Microsoft Dynamics CRM server from the user’s browser.
Verify that the Microsoft Dynamics CRM user name is in the organization. 
Verify that the Microsoft Dynamics CRM organization name is correct.
If each of the previous is true, reconfigure the List Web Part to use the correct organization name and try again.

	There are no entries in this view.
	There are no records to display in this view.
	Enter data in the List Web Part or select a different record type.

	There are no records for the specified connection.
	There are no records to display in this view. 
There might be no data available for this view. If this is a connected Web Part, select a different record in entity Web Part.
	With SharePoint Designer or Administrator permissions, edit the List Web Part and select a different record type.

	The view selected for the List Web Part is no longer available.
	The selected view is no longer available in Microsoft Dynamics CRM. Refresh the page by pressing Ctrl+F5 to continue.
	Microsoft Dynamics CRM users who have Designer privileges on the SharePoint Web site can edit the List Web Part and select a different record type or create a view in Microsoft Dynamics CRM with records to use in the List Web Part.

	The Microsoft Dynamics CRM user did not specify the URL to connect to Microsoft Dynamics CRM. 
	You must specify a valid Microsoft Dynamics CRM URL to continue.
Use the same URL that you use to access Microsoft Dynamics CRM from Microsoft Internet Explorer.
	If you use Microsoft Dynamics CRM with Internet-facing deployment (IFD), the URL might differ from the URL used when you access Microsoft Dynamics CRM from on-site. Try the IFD URL.

When you use IFD with SSL, verify that the site is accessible from the browser without certificate errors. The List Web Part is inaccessible until certificate errors are resolved.

	The URL was not valid for connecting to Microsoft Dynamics CRM 4.0.
	The specified URL does not belong to Microsoft Dynamics CRM 4.0.
You must specify a valid Microsoft Dynamics CRM URL to continue.
Use the same URL that you use to access Microsoft Dynamics CRM from Microsoft Internet Explorer.
	

	An error has occurred in the List Web Part.
	Unexpected Error Occurred.
If you continue to obtain this error, provide exact steps to reproduce this error and ask the Microsoft Dynamics CRM administrator to contact Customer Service. Send the event log to Customer Support.
	

	The user does not have read privileges and is denied access to the List Web Part.
	You (user: <username>) do not have access to any entity that can be used in the List Web Part.
Ask the Microsoft Dynamics CRM Administrator to grant Reader Privileges.
	To grant Reader privileges use SharePoint 3.0 Central Administration 3.0 Web site. For more information, see Windows SharePoint Services Roles.

If the user does not have read privileges associated with the user’s Microsoft Dynamics CRM security role, you must update the user’s privileges in Microsoft Dynamics CRM.

	The format of the URL used to connect to Microsoft Dynamics CRM is not valid.
	You must specify a valid Microsoft Dynamics CRM URL to continue.
Specify the URL in the correct format. For example, http://crm.adventureworks.com or https://crm.adventureworks.com.
Use the same URL that you use to access Microsoft Dynamics CRM from Microsoft Internet Explorer.
	

	The user credentials are not valid. There is no such user name on Microsoft Dynamics CRM server.
	Your (User: <Username>) credentials are not valid or no such user exists in Microsoft Dynamics CRM.
Sign in with correct credentials or contact the Microsoft Dynamics CRM administrator.
	Contact the Microsoft Dynamics CRM administrator.
Use the correct user credentials.
Check your user name and password.

	You cannot filter unrelated entities.
	The Microsoft Dynamics List Web Part cannot display data because no relationship exists between connected entities.
To check the relationship between entities:
1. Navigate to Advanced Find in Microsoft Dynamics CRM.
2. Enter the parent entity in Advanced Find and then click Look for list.
3. In the view, look for the child entity in the Select list. 
If you do not see the desired entity, disconnect the Web Part to continue or contact your Microsoft Dynamics CRM Administrator.
	

	This picklist, also known as drop-down list, value {0} is not a valid value for {1}.
	No records are available in this view as the provided Picklist value: <PickList Value> for attribute: <Attribute Name> is not found in Microsoft Dynamics CRM.

	Verify that your field mappings for the connection are correct.

	This Status value {0} is not a valid value for {1}.
	No records are available in this view as the provided Status value: <Status Value> for attribute: <Attribute Name> is not found in Microsoft Dynamics CRM.

	Verify that your field mappings for the connection are correct.

	This State value {0} is not a valid value for {1}.
	No records are available in this view as the provided State value: <State Value> for attribute: <Attribute Name> is not found in Microsoft Dynamics CRM.

	Verify that your field mappings for the connection are correct.

	This value {0} is not a valid value for {1}. This should be a GUID.
	No records are available in this view as the provided value: <Value> for attribute: <Attribute Name> is not a GUID.
	

	The user cannot view records.
	You do not have Read privileges on system views or user views for Record Type: {0}. 
Select a different record type or contact your CRM administrator to grant you read privileges on system views or user views for record type: {0}.
	



[bookmark: _Toc216859466]Import Web Site Certificates
When the Microsoft Dynamics CRM Web site is SSL configured, the List Web Part is unable to communicate with the Microsoft Dynamics CRM server if the SharePoint server does not have the CRM Web site certificates installed. In addition, the List Web Part cannot connect to the Microsoft Dynamics CRM server URL after the Microsoft Dynamics CRM user specifies the Microsoft Dynamics CRM server URL. The Microsoft Dynamics CRM user is shown the following error:
Install Microsoft Dynamics CRM Web site certificates on your computer by browsing to CRM server and then follow the Internet Explorer prompts to import certificates. For information about importing certificates, see Internet Explorer Help.
You must do the following before List Web Part users can access Microsoft Dynamics CRM data:
· Export the CRM certificate from the SSL-configured Microsoft Dynamics CRM server.
· Install CRM SSL certificates on the SharePoint servers.
· Install CRM SSL certificates on the users’ computers.

To export the Microsoft Dynamics CRM certificate from the SSL-configured Microsoft Dynamics CRM server, the Microsoft Dynamics CRM system administrator must perform this procedure:
1. Log on to the computer where Microsoft Dynamics CRM 4.0 is installed.
2. Click Start and then click Run.
3. In the Open box, type MMC to open the Microsoft Management Console (MMC) for Windows Server, and then click OK.
4. In MMC, click File, and then click Add/Remove snap-in.
5. Select Certificates from the list and then click Add.
6. Select Computer account, click Next, and then click Finish.
7. Click OK.
8. Expand the Certificates node, and select Personal.
9. Select the CRM Server Certificate, right-click and point to All Tasks, and then click Export.
10. Complete the Export Wizard by selecting the default values to save the certificate to the physical location.
11. Copy the Share Certificate to the WSS/MOSS IFD SSL server.

To import the Microsoft Dynamics CRM Certificate to SSL configured SharePoint Server.
1. Log on to the computer where the SharePoint server is installed. 
2. Click Start, click Run. 
3. In the Open box, type MMC to open the Microsoft Management Console for Windows Server, and then click OK.
4. In MMC, click File, and then click Add/Remove snap-in.
5. Select Certificates from the list and then click Add.
6. Select Computer account, click Next, and then click Finish. 
7. Click OK.'
8. Select the Certificates folder from Trusted Root Certificate Authority.
9. On the Action menu, select All tasks, and then click Import.
10. Import the CRM certificate by accepting the default values, and then import the CRM certificate that was generated previously.
Install CRM SSL Certificates on Microsoft Dynamics CRM List Web Part users' computers
Go to the Microsoft Dynamics CRM server by entering the URL in the Internet Explorer Address bar. Follow the instructions provided in the Internet Explorer Information bar to import certificates. This is a one-time requirement; you must import the CRM SSL certificate into each List Web Part user’s computer.
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